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I. Payment-related card functions

1. Card facilities
1.1 For payments 
The MasterCard is a credit card. The MasterCard issued by the Bank 
can be used by the cardholder both in Germany and, as an additional 
service, abroad at any MasterCard outlet
• for payment at contractual partners using automated cash registers 
or online, and

• as an additional service, to withdraw cash both from cash dispensers
(ATMs) and, on presentation of appropriate identification documents,
also from financial institutions (cash service). 

The contractual partners as well as the financial institutions and cash
dispensers that participate in the cash service can be identified by the
accep tance symbols displayed on the MasterCard. If the MasterCard
offers additional ser vices (e.g. assistance in emergencies, insurance), such
services shall be governed by the special terms and conditions applicable
to such services.
The card can be issued as a physical card or as a digital card for storage
on a telecommunications, digital or IT device (mobile terminal). These
conditions apply to both types of card, unless expressly stated other-
wise. For the digital card, the terms of use for the digital card agreed 
separately with the Bank shall also apply.
1.2 As a storage medium for additional applications 
If the MasterCard issued to the cardholder has a chip, it can also be 
used as a storage medium for additional applications
• of the card-issuing Bank in accordance with the agreement conclud 
ed with the Bank (additional Bank-generated applications), or

• of a contractual partner in accordance with the agreement concluded
with that partner (additional company-generated applications).

2. Personal identification number (PIN)
To use electronic cash terminals at contractual partners and cash dis-
pensers, the cardholder can be provided with a personal identification
number (PIN) for his/her card. The card may no longer be used at electro -
nic cash terminals or cash dispensers, where the PIN has to be entered 
in combination with the card, once an incorrect PIN has been entered
three times in succession. If this has occurred, the cardholder should 
contact his/her Bank, if possible the account holding branch.

3. Authorisation of card payments by the cardholder
(1)  When using the MasterCard, the cardholder must
• sign a sales slip to which the contractual partner has added the card
data, or

• enter the PIN at cash dispensers and electronic cash terminals.
By prior agreement between the cardholder and the contractual partner,
the cardholder may in exceptional circumstances – particularly to speed
up a transaction conducted by telephone – omit to sign the sales slip and
instead merely inform the company of his/her MasterCard number.
In the case of payment at automated tills, it is not necessary to enter the
PIN: 
• for payment of traffic fees or parking fees at unattended automated
cash registers. 

• for contactless payment of small amounts. The MasterCard with con-
tactless function must be held against a card reader. The amount and
usage limits set by the bank apply.

For online payments, the cardholder shall be authenticated by using the
separately agreed authentication elements upon request. Authentication
elements are derived from the cardholder’s
• knowledge (something the cardholder knows, for example, an online
password), 

• possession (something that the cardholder owns, for example, a mo -
bile terminal for generating a one-time usable transaction number
[TAN] as proof of ownership) or 

• inherence (something that the cardholder is, e.g. fingerprint). 

(2)  By using the card, the cardholder authorises the execution of the card
payment. If a signature, PIN or other authentication element is also re -
quired, the payment is only authorised once the PIN has been entered or
the signature given. Once the cardholder has authorised a card payment,
he/she can no longer revoke it. This authorisation also includes the ex -
press consent that the Bank may process, transmit and store the personal
data of the cardholder necessary for the execution of the card payment.

4. Blocking an available credit balance
The Bank shall be entitled to block an available credit balance on the 
cardholder’s account within the limits of the financial limit of use (see
Section I.7), if
• the payment transaction has been triggered by or via the payee and
• the cardholder also agrees to the exact amount of money to be blocked.
The Bank shall release the blocked amount of money without undue
delay, without prejudice to any other statutory or contractual rights, after
the Bank has been notified of the exact amount to be paid or after the 
payment order has been received.

5. Rejection of card payments by the Bank
The Bank is entitled to reject a card payment if
• the cardholder has not proved his/her identity with the PIN or other
authentication element,

• the payment is not within the card transaction limit applicable to 
the relevant card payment or the financial limit, or

• the card is blocked.
The cardholder will be notified accordingly via the terminal at which 
the card is being used or, in the case of online use, via the agreed method.

6. Execution period
The payment procedure is initiated by the creditor. Upon receipt of the
payment order by the Bank, the Bank is obliged to ensure that the
amount of the card payment is received by the creditor’s payment ser-
vice provider at the latest at the time stated in the List of Prices and
Services (»Preis- und Leistungsverzeichnis«).

7. Financial limitations of use
The cardholder may only use the MasterCard within the card trans-
action limit and only in a manner that ensures that any expenditure ac-
cumulated via card transactions can be settled when it falls due.
The cardholder can reach an agreement with his/her Bank to alter his/
her card transaction limit.
Even if the cardholder does not remain within the financial limit, the Bank
is entitled to be compensated for expenses resulting from the use of the
MasterCard. The approval of individual MasterCard transactions leads
neither to the granting of a credit nor to an increase in a previously agreed
credit limit, but is done so in the expectation that any expenditure accu-
mulated via the MasterCard can be settled when it falls due.
If the posting of MasterCard expenditure exceeds the cardholder’s avail-
able account balance or a credit limit previously agreed for the account,
the posting merely leads to a tolerated account overdraft.

8. Cardholder’s duty of care and attention
8.1 Signature 
The cardholder must sign the card on the signature strip immediately
upon receipt.
8.2 Safe storage of the card 
The card must be stored with particular care so as to prevent loss or 
misuse. In particular, it may not be left unattended in motor vehicles.
Anyone who is in possession of the card will be able to misuse it.
8.3 Secrecy obligations regarding the PIN
The cardholder shall ensure that no third party has access to his/her 
PIN. In particular, the PIN may not be written on the card itself or be
stored in any form whatsoever together with the card. Anyone who
knows the PIN and gains possession of the card or knows the Master -
Card number will be able to misuse the card (e.g. make cash withdrawals
at cash dispensers).
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(4)  An additional company-generated application can only be blocked 
by the company that has stored the additional application on the chip of
the MasterCard and to the extent that the company has provided for 
the relevant procedures to block its additional application. An additional
Bank-generated application can only be blocked by the card-issuing Bank,
subject to the agreement concluded with the card-issuing Bank.
(5)  The cardholder has to notify the Bank without delay if he/she be-
comes aware of any unauthorised or incorrectly executed card trans-
actions. 

9. Payment obligation of the cardholder 
The Bank has given contractual partners, and financial institutions ac-
cepting MasterCard at their cash dispensers, an undertaking to settle the
transactions the cardholder carries out with the card. The Bank informs
the cardholder at least once a month about all the expenses relating to the
settlement of the card transactions via the communication channel agreed
upon for account information. For cardholders  that are not consumers,
the communication channel and time intervals for information are agreed
separately. The amount falls due after the Bank has issued a statement 
to the cardholder. Once the statement has been issued the card trans-
actions are charged to the agreed settlement account. 
Any objections or other complaints by the cardholder in respect of his/
her contractual relationship with a contractual partner where the card was
used should be addressed directly to the contractual partner concerned.

10. Foreign currency conversion
When the card is used for transactions that are not denominated in 
euros, the account shall nevertheless be debited in euros. The conversion
rate that is applied to transactions in foreign currencies shall be deter-
mined according to the List of Prices and Services (»Preis- und Leis-
tungsverzeichnis«). Any change of the reference conversion rate as stated
in the provision relating to the conversion will become effective imme-
diately and without prior notification of the cardholder.

11. Charges
(1)  The charges the cardholder owes to the Bank are determined on the
basis of the Bank’s List of Prices and Services (»Preis- und Leistungs-
verzeichnis«).
(2)  Changes in charges for consumers: Changes in charges will be offered
to the cardholder in text form no later than two months before their date
of entry into force. If the cardholder has agreed an electronic communi-
cation channel (e.g. online banking) within the framework of the business
relationship, the changes may also be offered through this channel. 
The changes offered by the Bank shall only become effective if the card-
holder accepts them. Any agreement on amending a charge that concerns
a payment by the cardholder in excess of the charge for the principal ser-
vice can only be expressly concluded with the consumer by the Bank.
The amendment of charges for the payment service framework agree-
ment (giro contract) is governed by No. 12 (5) of the General Business
Conditions (»Allgemeine Geschäftsbedingungen«). 
(3) Changes in charges for customers who are not consumers: As regards
charges and changes thereto for payments of cardholders that are not
consumers, the provisions of No. 12 paragraphs 2-6 of the General Busi -
ness Conditions  continue to apply.

12. Cardholder’s claims for a refund, correction and for damages
12.1 Refund in the event of unauthorised card transactions 
In the event of an unauthorised card transaction in the form of
• a cash withdrawal, or
• the use of the card for payment at a contractual partner, 
the Bank has no right to claim a refund of its expenses from the card-
holder. The Bank is obliged to refund the amount to the cardholder with -
out delay and in full. If the amount was debited to an account, the Bank
will ensure that the balance of the account is as it would have been
without the un authorised card transaction. This obligation must be ful-
filled no later than the end of the business day as indicated in the Bank’s 
List of Prices and Services (»Preis- und Leistungsverzeichnis«) which
comes after the day on which the Bank was notified that the credit trans-
fer is unauthorised, or the Bank has obtained knowledge thereof by 
some other means. If the Bank has informed a competent authority in

8.4 Protection of authentication elements for online payment transactions
The cardholder shall take all reasonable precautions to protect his/her
online payment authentication elements (see last subparagraph of No 3 
of these Conditions) agreed with the Bank from unauthorised access.
Other wise, there is a risk that the authentication elements for online pay-
ment transactions may be misused or used in any other unauthorised way.
In order to protect the individual authentication elements for online 
payment transactions, the cardholder must pay particular attention to 
the following: 
(a) Elements of knowledge, such as the online password, must be kept
secret; they must in particular 
• not be communicated orally (e.g. by telephone or in person), 
• not be passed on outside of online payment transactions in text form
(e.g. by e-mail or messenger service), 

• not be stored unsecured electronically (e.g. storage of the online pass-
word in plain text on the mobile device), and 

• not be recorded on a device or kept as a transcript together with a
device that serves as a possession element (e.g. mobile terminal) or to
verify the inherence element (e.g. mobile terminal with application for
credit card payment and fingerprint sensor). 

(b)  Possession elements, such as a mobile terminal, shall be protected
from misuse, in particular it must be ensured
• that unauthorised persons cannot access the cardholder’s mobile ter-
minal (e.g. mobile phone), 

• that other persons cannot use the credit card payment application (e.g.
card app, authentication app) on the mobile device (e.g. mobile phone), 

• that the application for online payment transactions (e.g. card app,
authentication app) on the subscriber’s mobile terminal is deactivated
before the subscriber gives up possession of this mobile terminal (e.g.
by selling or disposing of the mobile telephone), and 

• that the evidence of the ownership element (e.g. TAN) passed on oral-
ly (e.g. by telephone) or in text form (e.g. by e-mail, messenger servi-
ce) outside the online payment processes. 

(c)  Elements of inherence, such as the cardholder’s fingerprint, may only
be used as an authentication element on a mobile terminal of the card-
holder for online payment transactions if no other person’s elements of
inherence are stored on the mobile terminal. If the mobile device used 
for online payment transactions contains elements of inherence of other
persons, the knowledge element issued by the Bank (e.g. online pass-
word) shall be used for online payment transactions and not the exis-
tence element stored on the mobile device.
8.5 Verification obligations for online payment transactions
If the cardholder is provided with information on the payment trans-
action (e.g. the name of the contracting company and the amount of the
transaction) during online payment transactions, the cardholder must
check this information for correctness.
8.6 Cardholder’s obligation to report loss
(1)  Should the cardholder become aware that his/her card is missing or
has been stolen, or that the PIN, card or agreed elements of authentica-
tion for online payments have been misused or otherwise used without
authorisation, the Bank, if possible the accountholding branch, or a re -
presentative office of the MasterCard organization must be informed
without delay to arrange for the MasterCard to be blocked. The card-
holder will be informed separately of the contact data for a card-blocking
notification. The cardholder must also report any theft or misuse to the
police without delay.
(2) Should the cardholder suspect that a third party has come into 
possession of the card without authorisation or that the PIN, card or
agreed elements of authentication for online payments have been misused
or otherwise used without authorisation, he/she also has to issue a card-
blocking notification without delay. For the replacement of a lost, stolen,
misused or otherwise unauthorised card, the Bank shall charge the card-
holder the fee stated in the Bank’s »List of Prices and Services« (»Preis-
und Leistungsverzeichnis«), which shall cover any costs directly and
exclusively connected with the replacement. Sentence 1 shall not apply if
the Bank is responsible for the circumstances which led to the issuance 
of the substitute card or if these circumstances are attributable to it.
(3) If a TAN generator or signature function for online banking is 
stored on the card, the blocking of the card will also entail a blocking of
the online banking access.
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• the exact amount was not known when the transaction was authori-
sed, and

• the payment transaction exceeds the amount that the cardholder
would have expected, given his/her previous spending habits, the con-
tents of the card agreement and the circumstances in the situation in
question; reasons relating to any currency exchange are not taken 
into account if the reference exchange rate was used. 

The cardholder is obliged to give the Bank an explanation of the circum-
stances upon which he/she is basing his/her claim for a refund.
(2) Claims for a refund expire if they are not raised with the Bank within
eight weeks of the date on which the transaction is debited to the 
settlement account.
12.6 Exclusion of liability and objection 
Claims of the cardholder against the Bank under Nos. 12.1 to 12.5 are
excluded if the circumstances that give rise to a claim
• are the result of an unusual and unforeseeable event over which the
Bank has no influence and the consequences of which the Bank 
could not have avoided with all due care and attention, or

• were brought about by the Bank due to statutory requirements.

13. Liability of the cardholder for unauthorised card transactions
13.1 Liability of the cardholder prior to the card-blocking notification
(1) If the cardholder loses his/her card or PIN, if the card or PIN are 
stolen or otherwise missing or if the card or agreed elements of authen-
tication for online payments are otherwise misused and if this leads 
to unauthorised card transactions in the form of
• a cash withdrawal, or
• the use of the card for payment at a contractual partner, 
the cardholder is liable for any losses arising up to the time of the 
card-blocking notification up to an amount of EUR 150 irrespective of 
whether the cardholder is responsible for the card being lost, stolen or
otherwise missing.
(2) The cardholder shall not be liable in accordance with paragraph 1 if
• it has not been possible for the cardholder to notice the loss, theft or
any other misuse of the card or the agreed elements of authentication
for online payments prior to the unauthorised use, or

• the loss of the card has been caused by an employee, an agent, a branch
of the Bank or any other body to which the activities of the Bank 
have been outsourced.

(3) If the cardholder is not a consumer or the card is used outside Ger -
many and in a country outside the European Economic Area, the card-
holder shall be liable for losses arising as a result of unauthorised card
transactions pursuant to paragraphs 1 over and above the maximum
amount of EUR 50 if the cardholder has breached his/her obligations
under these terms and conditions due to negligence. If the Bank has 
contributed to any losses by any own fault, the Bank shall be liable for
any losses to the extent that it is responsible for them.
(4) In cases where unauthorised card transactions are made prior to 
the card-blocking notification and the cardholder has acted fraudulently,
or  intentionally or in gross negligence breached his/her duties of care 
and attention under these terms and conditions, the card holder shall be
fully liable in respect of any losses incurred as a consequence thereof.
Gross negligence on the part of the cardholder can be deemed to have
occurred, in particular, if
• he/she has culpably failed to notify the Bank or the representative of fice
of the MasterCard organisation of the loss or, theft of the card or un -
authorised use  of the card without delay after becoming aware of it,

• the PIN or the agreed knowledge element for online payment trans-
actions (e.g. online password) has been written on the card or stored
together with the card (e.g. in the original letter that informed the 
cardholder of the PIN),

• the PIN or the agreed knowledge element for online payment trans-
actions (e.g. online password) has been passed on to a third party,
resulting in misuse of the card.

(5) Liability for losses incurred during the period to which the transac-
tion limit relates shall be limited to the amount of the transaction limit
specified for the card.
(6) The cardholder shall not be obliged to pay compensation for the
damage in accordance with paragraphs 1,3 and 4 if the cardholder was
unable to hand in the blocking notification because the Bank had not
ensured the possibility of accepting the blocking notification.

writing of legitimate reasons for suspecting fraudulent conduct on the
part of the customer, the Bank shall be required to consider and to fulfil
its obligation arising from sentence 2 without delay if its sus picion of
fraud is not confirmed.
12.2 Entitlement if an authorised card transaction is not executed, is executed
incorrectly or is delayed
(1) In the event of the non-execution or incorrect execution of an autho-
rised card transaction in the form of
• a cash withdrawal, or
• the use of the card for payment at a contractual partner, 
the card holder can demand that the Bank refund the transaction amount
without delay and in full insofar as the card transaction was not executed
or was executed incorrectly. If the amount was debited to an account, the
Bank will ensure that the balance of the account is as it would have been
without the non-executed or incorrectly executed card transaction.
(2) Over and above paragraph 1, the cardholder can demand that the 
Bank refund charges and interest to the extent that these were charged to
him/her or debited to his/her account in connection with the nonexe-
cution or incorrect execution of the authorised card transaction.
(3) If the payment amount is received by the payee's payment service 
provider only after expiry of the execution period specified in Section I.
6 (delay), the payee may require his payment service provider to credit
the payment amount to the payee’s account as if the card payment had
been properly executed. The obligation set out in sentence 1 does not
apply if the cardholder is not a consumer.
(4) If an authorised card transaction was not executed or executed in-
correctly, the Bank will retrace the card transaction at the cardholder’s
request and inform him/her of the findings.
12.3 Claims for damages by cardholders in the event of an unauthorised card
transaction or the non-execution or incorrect execution of an authorised card
transaction 
In the event of an unauthorised card transaction or an authorised card
transaction that is not executed, executed incorrectly or delayed, the
cardholder can claim damages from the Bank for losses not already cove-
red by Nos. 12.1 and 12.2. This does not apply if the Bank is not res-
ponsible for the violation of duties. In this context, the Bank is respon-
sible for the fault of an intermediary as if it was the Bank’s own fault
unless the major reason for the fault lies with an intermediary selected by
the cardholder. If the cardholder is not a consumer or the card is used
out side Germany and in a country outside the European Economic Area
(EEA)1, the Bank’s liability for the fault of an agency involved in the set-
tlement of the payment transaction shall be limited to the careful selection
and instruction of such agency. If the cardholder has contributed to the
occurrence of any loss by any own fault, the principles of contributory
negligence shall determine the extent to which the Bank and the card-
holder shall have to bear the loss. Liability under this paragraph is limited
to EUR 12,500 per card transaction. The limitation of liability to this
amount does not apply
• to unauthorised card transactions,
• in the event of intent or gross negligence on the part of the Bank,
• to risks specifically taken on by the Bank, and
• to interest losses arising for the cardholder, insofar as the cardholder 
is a consumer.

12.4 Time limit for raising claims under Nos. 12.1 to 12.3 
Claims against the Bank under Nos. 12.1 to 12.3 are excluded if, within a
period of 13 months following the date on which the debit entry resulting
from the card transaction has been made, the cardholder has not infor-
med the Bank that the card transaction was not authorised, not execu-
ted or incorrectly executed. The 13-month period shall only begin if the
Bank has notified the cardholder of the debit entry resulting from the card
transaction via the relevant communication channel agreed upon for
transaction information at the latest within one month of the debit entry;
otherwise the period shall begin on the day of the notification. The card-
holder may also raise claims under No. 11.3 after the end of the period as
set out in sentence 1 if he/she was unable to meet the deadline through 
no fault of his/her own.
12.5 Right to claim a refund in the case of authorised card transactions for 
an unknown amount and time limit for raising the claim
(1) The cardholder can demand that the Bank refund the transaction
amount without delay and in full if he/she has authorised a card transac-
tion at a contractual partner such that
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16. Cardholder’s right of termination
The cardholder can terminate the MasterCard agreement at any time
without notice.

17. Bank’s right of termination
The Bank can terminate the MasterCard agreement by giving reason-
able notice of at least two months. The Bank will terminate the Master-
Card agreement with a longer notice period if, following due consider-
ation of the justified interests of the cardholder, this is deemed reasonable.
The Bank can terminate the MasterCard agreement without notice if
there is a reasonable cause which, even after due consideration of the
justified interests of the customer, makes it unreasonable for the Bank 
to continue operating the MasterCard agreement.
A reasonable cause is deemed to exist in particular if the cardholder has
provided incorrect information about his/her financial situation and the
Bank has based its decision to conclude the MasterCard agreement on
this information, or if the cardholder’s financial situation deteriorates 
substantially or threatens to do so and thereby jeopardises the customer’s
ability to meet his/her obligations towards the Bank under the Master-
Card agreement.

18. Consequences of termination
As soon as the MasterCard agreement is terminated, the MasterCard 
may no longer be used. The card shall be returned to the Bank immedi-
ately and without further request. If any additional company generated
applications are stored on the card, the cardholder must arrange for 
the company that stored the additional application on the MasterCard 
to immediately remove it. Depending on the provisions governing the 
relevant additional application, the cardholder may continue to use any
additional Bank-generated applications. 

19. Confiscation and blocking of the MasterCard 
(1)  The Bank is entitled to block the card and to initiate the confiscation
of the card (e.g. by a cash dispenser),
• if it is entitled to terminate the Cardholder Agreement for reasonable
cause,

• if this is justified by factual reasons relating to the security of the card,
or

• if unauthorised or fraudulent use of the card is suspected.
The Bank will notify the cardholder of the blocking if possible prior to
but at the latest immediately subsequent to the blocking, stating the rea-
sons for the blocking. The Bank will unblock the card or replace it with
a new card, if the reasons for blocking the card no longer exist. In this
case, too, the Bank will notify the cardholder without delay.
(2)  If a TAN generator or signature function for online banking is stor 
ed on the card, the blocking of the card will also entail a blocking of the
online banking access.
(3)  If the cardholder has an additional application stored on a card, he/
she can no longer use the additional application after the card has been
confiscated. If any additional company-generated applications are stored
on the card when it is confiscated, the cardholder can ask the Bank to
return such applications once the latter has received the card from the
MasterCard contractual partner or financial institution that confiscated 
it. The Bank is entitled to comply with the cardholder’s request to sur-
render additional company-generated applications by returning the card
to the cardholder with all payment functions removed. The possibility 
to continue using an additional Bank-generated application stored on the
card is subject to the rules governing the additional application in question.

(7) Notwithstanding paragraphs 1, 3 and 4, the cardholder shall not be 
liable to pay damages if the Bank has not requested the cardholder to 
provide strong customer authentication within the meaning of section 1
paragraph 24 of the German Payment Services Supervision Act (Zah -
lungs diensteaufsichtsgesetz – ZAG) or if the payee or his payment ser -
vice provider has not accepted such strong customer authentication even
though the Bank was obliged to provide strong customer authentica-
tion pursuant to section 55 ZAG. Strong customer authentication re -
quires in particular the use of two independent authentication elements
from the categories knowledge (something the cardholder knows, such 
as PIN or online password), possession (something the cardholder owns,
such as credit card or mobile terminal) or inherence (something distinct
to the cardholder, such as fingerprints).
(8) Paragraphs 2, 5 and 7 shall not apply where the cardholder has acted
fraudulently.
13.2 Liability of the cardholder as from the card-blocking notification 
As soon as the loss or theft of the card, the misuse or other unauthor-
ised use of the card, PIN or agreed elements of authentication for online
payments have been reported to the Bank or a representative office of 
the MasterCard organisation, the Bank shall assume any losses incurred
afterwards as a result of transactions in the form of
• a cash withdrawal, or
• the use of the card for payment at a contractual partner. 
If the cardholder acts with fraudulent intent, the cardholder shall also 
be liable for any losses incurred after the card-blocking notification.

14. Joint and several liability in the case of more than one applicant
Liabilities arising in connection with a MasterCard that was applied for 
by more than one applicant are of a joint and several nature, i.e. the Bank
can request any applicant to satisfy all the claims. Each applicant can
bring the contractual relationship to an end at any time by termination
but only with effect for all the applicants. 
Each applicant must ensure that the card issued to him/her is imme-
diately returned to the Bank when termination becomes effective. Like-
wise, expenses arising from the further use of a card until it is returned 
to the Bank must be borne jointly and severally by the applicants. Irre-
spective of the foregoing, the Bank will take reasonable measures to 
prevent MasterCard transactions after the termination of the Master Card
contractual relationship.

15. Ownership and validity of the card
The card remains the property of the Bank. It is not transferable. The 
card is valid only for the period stated on it.
The Bank is entitled to demand the return of an old card as soon as a 
new card has been issued to the cardholder or, at the latest, upon expiry
of the old card. If the cardholder’s entitlement to use the card ends pre-
maturely (e.g. as a result of termination of the MasterCard agreement),
the cardholder shall return the card to the Bank without delay. If any
additional company-generated applications are stored on the Master-
Card, the cardholder must arrange for the company that stored the ad-
ditional application on the MasterCard to immediately remove it. The
possibility to continue using an additional Bankgenerated application is
governed by the contractual relationship between the cardholder and 
the card-issuing Bank.
The Bank reserves the right to exchange an old card for a new one at any
time during a card’s period of validity. This will not result in any costs 
for the cardholder.
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3. Processing of complaints in respect of additional applications
(1) Any objections by the cardholder relating to the content of an additio-
nal company-generated application should only be addressed to the com-
pany that has stored the additional application on the card. The com-
pany shall process such objections on the basis of the data stored with 
it. The MasterCard may not be handed over to the company by the cust-
omer cardholder for the purpose of processing any complaints.
(2) Any objections by the cardholder relating to the content of an addi-
tional Bank-generated application should only be addressed to the Bank.

4. No entry of the PIN assigned to the cardholder by the Bank
when using additional company generated applications
When storing, changing the contents of or using an additional com-
pany-generated application on the credit card, the PIN assigned to the
cardholder by the card-issuing Bank is not to be entered. In case the 
company that has stored an additional company-generated application on
the MasterCard allows the cardholder to secure access to such additio-
nal application using a means of identification of his choice, the card-
holder may not use the PIN assigned to him/her by the card-issuing 
Bank to use the card’s payment functions in order to secure the addi-
tional company-generated application.

5. Possibility to block additional applications
An additional company-generated application can only be blocked by 
the company that has stored the additional application on the chip of 
the MasterCard and to the extent that the company has provided for 
the relevant procedures to block its additional application. Additional
Bank-generated applications can only be blocked by the Bank subject to
the agreement concluded with the Bank.

II. Additional applications

1. Storing additional applications on the card
(1) The chip integrated in the credit card can also be used as a stor-
age medium for an additional application generated by the Bank (e.g. 
a feature for the protection of minors) or by a company (e.g. an elec-
tronic ticket function).
(2) The use of an additional Bank-generated application depends on the
legal relationship between the cardholder and the card-issuing Bank. 
(3) The cardholder can use an additional company-generated applica-
tion in accordance with the agreement concluded with the company. It 
is up to the cardholder to decide whether he/she wishes to use his/her
card to store additional company-generated applications. An additional
company generated application may be stored on the card at a company
terminal as agreed upon by the cardholder and the company. Informa-
tion exchanged at the company terminal is not disclosed to credit insti-
tutions.

2. Responsibility of the company for the content of a company-
generated application
With the chip integrated in the card, the card-issuing Bank only provides
a technical platform enabling the cardholder to store additional company-
generated applications on the MasterCard. Any services the company
provides to the cardholder via the additional company-generated appli-
cation are governed solely by the provisions of the agreement concluded
between the cardholder and the company concerned.
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